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EU-SEC — objectives at a glanc

S susecu«-wcmrmw European Security Certification Framework (EU-SEC) is an innovation project aiming to create a
framework under which existing certification and assurance approaches can co-exist. It has a goal to improve the

business value, effectiveness and efficiency of existing clcgl security certification schemes
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EU-SEC: controls and S EUSEC
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Phases of requirements collectiong EUSEC
and mapping to controls
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Expected results

Input:

Products and Certification schemes
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Output:
EU-SEC Framework

Open Certification Framework
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TOOLS & ARCHITECTURES
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GOVERNANCE STRUCTURE
Multiparty recognition rules
Privacy Code of Conduct
Continuous Auditing/ Monitoring
based certification

Federated Brokerage Platform for
Certified Cloud Services

TRAINING & AWARENESS
Auditors training
CSPs training and education
Customer training and education
GOV training and education
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Involved actors with demands andS; EUSEC
relationships in Cloud security audits
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EU-SEC - Consortium J s

The consortium comprises key stakeholders

from European public and private sector, which
enhance the project’s impact from an EU
perspective.
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Thank you for your attention

Join EU-SEC stakeholder mailing list: contact@sec-cert.eu

Visit: http://www.sec-cert.eu/
Follow us and engage in discussions
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Linda Strick

Project Coordinator

Email: linda.strick@fokus.fraunhofer.de
Fraunhofer FOKUS, Berlin, Germany
Phone: +49 (0)30 3463 7224
www.fokus.fraunhofer.de/en/inno
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